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Introduction
It concluded in SA2#129 meeting that the PCF is used to provision the service authorization parameters for V2X PC5 and V2X NG-Uu communication to UE, so the Solution#3 can be used as the basic solution. This paper aims to include the following parts into the Soluton#3:
1. Include the eV2X service authorization parameters indication in the registration request.
Generally, there are two options to trigger the provision of eV2X service authorization parameters indication to UE in the registration procedure:

1) UE triggered: if UE does not have the eV2X service authorization parameters indication or it needs to update the eV2X service authorization parameters, it then triggers the registration procedure and includes the “eV2X service authorization parameters indication” in the registration request to the AMF. Then the AMF retrieves the eV2X service authorization parameters from the V2XCF and returns them to the UE.
2) Network triggered: in the initial registration procedure, if the AMF finds that the UE is authorized for the eV2X communication, then it retrieves the eV2X service authorization parameters from the V2XCF and returns them to the UE. In this case, the “eV2X service authorization parameters indication” is not needed.

For the Network triggered option, due to lack of the eV2X service authorization parameters indication, the network side can only provide the eV2X service authorization parameters to UE during the initial registration procedure or when the network finds the need to update the eV2X service authorization parameters, but it has some limitations:

-
The UE may still store the eV2X service authorization parameters after it deregisters from the network, so it does not need to receive the eV2X service authorization parameters from the network on every initial registration procedure. 
-
When the UE retrieves and stores the eV2X service authorization parameters after the initial registration, the UE may find the need to update the eV2X service authorization parameters, but without an “eV2X service authorization parameters indication”, the Network does not know such need from UE.
-
When the UE retrieves and stores the eV2X service authorization parameters after the initial registration, the eV2X service authorization parameters may be lost or deleted in some abnormal cases and so the UE may need to retrieve the eV2X service authorization parameters again from the network. Without an “eV2X service authorization parameters indication”, the network does not know such need from UE.

Proposal 1: Due to above considerations, it is proposed to enable the UE triggered provision of eV2X service authorization parameters, in which the “eV2X service authorization parameters indication” is included in the registration request.

2. Provision of the eV2X PC5 and eV2X NG-Uu service authorization parameters of a certain area to UE.
Since the UE usually moves in a limited range, and since the eV2X service authorization parameters for a certain area may change some time later although not very dynamically, a lot of provisioned eV2X service authorization parameters may be useless to UE.
Proposal 2: In order to avoid unnecessary parameter provisioning, the PCF may provision the eV2X PC5 and eV2X NG-Uu service authorization parameters of a certain area to the UE. The PCF subscribes to the UE mobility event notification from the AMF (i.e., the UE moving into or out of an Area Of Interest), if the PCF is notified that the UE is moving into or out of an Area Of Interest, then the PCF provisions new eV2X PC5 and eV2X NG-Uu service authorization parameters to the UE.
2
Text Proposal
It is suggested to include the following changes into Solution#3 in TR 23.786.
******************* Beginning of Changes *******************
6.3
Solution #3: Service Authorization and Provisioning to UE for eV2X communications over PC5 and NG-Uu reference points
6.3.1
Functional Description
This solution addresses Key Issue #5 and Key Issue #11.
This solution applies to the architecture option Alternative#1 in Annex A.
In 5GS, the service authorization parameters for V2X PC5 and V2X NG-Uu communication can be made available in the UE in different ways, i.e.

-
pre-configured in the ME, or

-
configured in the UICC, or
-
preconfigured in the ME and configured in the UICC, or

-
provided/updated by the V2X AS via PCF, or
-
provided/updated by the PCF to the UE

When the service authorization parameters for V2X PC5 and NG-Uu communication are provided by the PCF, the existing procedures will be used:

-
When the UE performs initial Registration as defined in clause 4.2.2 "Registration Management procedures" in TS 23.502 [9], the PCF provisions the eV2X PC5 and eV2X NG-Uu service authorization parameters to the UE using procedures as defined clause 4.2.4.3 "UE Configuration Update procedure for transparent UE Policy delivery" in TS 23.502 [9] and clause 6.1.2 "Non-session management related policy control" in TS 23.503 [10]. The UE maintains the service authorization parameters even if it deregisters from the network, so it indicates whether the PCF shall provision the eV2X PC5 and eV2X NG-Uu service authorization parameters.
-
During mobility, e.g. UE moves from one PLMN to another PLMN, the UE performs Registration and the PCF may update the UE with new service authorization parameters for the new PLMN.
-
When there is a subscription change in the list of PLMNs where the UE is authorized to perform V2X communication service over PC5 and/or NG-Uu reference point, the PCF may need to update the policy/parameters to the UE. If the serving PLMN is removed from the list when the UE is authorized to perform V2X communication service over PC5 and/or NG-Uu, it means the service authorization is revoked in the UE.

-
When the user is roaming, the subscription change resulting in updates of V2X policy/parameters will be transferred by H-PCF via V-PCF.

-
If the V2X configuration parameters is located in a database external to the UDR the V2X configuration parameters will be transferred to the PCF via the AF (i.e. the external database interacts like a 3rd Party AS).
-
The PCF subscribed to reporting change of UE presence (e.g. in a Presence Reporting Area), when target UE moved into a specified PRA. The AMF reports the UE presence in the subscribed area (e.g. PRA) to the PCF, which triggers the PCF to provision the new eV2X PC5 and eV2X NG-Uu service authorization parameters to UE.
NOTE 1:
Update of provisioning information directly to the UE (i.e. V1 reference point) is available in this option as well.

NOTE 2:
The UE provisioning is controlled by the PCF and in this solution no UE triggered provisioning update is needed. If the UE, due to a failure case or of some other reason, see a need to update the provisioning, the UE has to perform initial registration in the network. The solution assumes this registration trigger is very rare occurrence since the UE can be kept up to date by the PCF if any change in configuration is to occur. If UE triggered policy provisioning is adopted in general (see clause 6.3.2a), then such procedure can be also applied for V2X policy update from the UE.

NOTE 3:
Deployment of PCF for the purposes of supporting UE policies via AMF does not depend on deployment of PCF for Session based PCC.
6.3.2
Procedures

Procedure for UE policy update can be reused:

-
Clause 4.2.4.3 "UE Configuration Update procedure for transparent UE Policy delivery" in TS 23.502 [9].

-
Clause 6.1.2 "Non-session management related policy control" in TS 23.503 [10].

6.3.2a
Option of UE triggered V2X Policy provisioning procedure

The procedure is initiated when the UE determines the V2X Policy is outdated (e.g. the validity timer for the eV2X communication policy/parameter expires). This procedure, if agreed to be adopted for general UE triggered policy provisioning then it can also be applied for V2X.
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Figure 6.3.2a-1: UE triggered V2X Policy provisioning procedure
1.
UE sends UE Policy provisioning request including UE Policy container (Indication of V2X Policy provisioning request) to AMF.

2.
The AMF sends Npcf_UEPolicyControl_Update request to the PCF to establish an AM policy control association with the PCF included the UE Policy container received from UE.

3.
The UE Policy delivery procedure defined in clause 4.2.4.3 of TS 23.502 [9] is triggered.

NOTE:
Steps 2 and 3 reuse existing messages.
6.3.3
Impact on existing entities and interfaces
Impacts on existing entities, interfaces and procedures are limited to adding new policies/parameters, no new functionality is introduced. Below are the impacted entities and interfaces listed:

-
UDR for subscription change in the list of PLMNs where the UE is authorized to perform V2X communication service over PC5 reference point
-
PCF handles service authorization parameters for V2X PC5 and V2X NG-Uu communication.

-
UE handles the policy/parameters for service authorization using existing 5GC procedures with supporting UE triggered V2X Policy provisioning procedure if available.

-
AMF transferring the policy/parameters to the UE using existing procedures.

-
Impacted interfaces: N1, N8, N15, N24.

To perform the UE provisioning the user plane set-up is not needed.

6.3.4
Topics for further study

None is identified.
6.3.5
Conclusions
TBD
******************* End of Changes *******************
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